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	Reason for change:
	It is agreed in SA3#98bis-e meeting that a new NF, NSSAAF, will be introduced in network slice authentication and auithorization related procedures.

This contribution proposes to add security requirements on NSSAAF. 
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	Add security requirements of the newly introduced NSSAAF.
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*********************      Start of Changes     *****************************************
x	Security procedures for network slices
x.x.1 General
This clause specifies the security procedures for network slices.
x.x.y Security requirements on NSSAAF
The NSSAAF shall handle the request of NSSAA for a UE sent by the UE’s serving network.
The NSSAAF shall handle the request of the slice-specific reauthentication for a UE initiated by an authenticated and authorized AAA-S.
The NSSAAF shall handle the request of the slice-specifc authorization revocation for a UE initiated by an authenticated and authorized AAA-S.
*********************      End of Changes     *****************************************

